E-Safety Policy 
1. Introduction
Red George is an outdoor rural skills project. The activities children are involved in are all practical sessions and do not involve the use of internet access.  There are no devices provided where a child can access the internet other than their own personal mobile phone or digital device should they have one. 
There is a separate policy for mobile phone use. 
2. Aims of the Policy
· To provide staff with clear guidelines to recognize and address e-safety risks.
· To develop a culture of respect, safety, and responsibility regarding digital engagement.
3. Scope of the Policy
This policy applies to:
· Personal devices used by students in the setting (BYOD: Bring Your Own Device) as there are no technology devices provided by Red George available for use by children.
4. Roles and Responsibilities
· Designated Safeguarding Lead (DSL): Responsible for overseeing e-safety practices, responding to concerns, and providing training.
· Staff: Expected to model and teach appropriate online behaviours and address any issues promptly.
· Students: Should adhere to the rules outlined in this policy and report any concerns or inappropriate behaviour online.
· Parents/Carers: Encourage responsible use at home, communicate with staff regarding concerns, and support the safe use of technology outside school hours.
7. Internet Access and Monitoring
· There is no Internet access available at Red George. 
· If a child is in possession of their own mobile phone which has internet access they will not be permitted to access the internet during session times.
9. Managing Risk of Online Grooming
· Whilst internet access is not permitted at Red George, staff will receive training on recognizing signs of grooming and how to respond if they suspect a student may be at risk of online grooming. 
11. Safeguarding and Reporting Procedures
· Any suspected cases of online abuse, grooming, or exploitation should be immediately reported to the DSL and followed up with the relevant authorities (e.g., police, child protection services).
12. Review and Evaluation
· This policy will be reviewed annually to ensure it remains up to date with technological developments and safeguarding best practices.
· Feedback from students, referring agencies, Local Authority, parents, and staff will be considered to continually improve the e-safety strategy.


Conclusion
This policy aims to protect students from potential online risks while fostering a safe and supportive environment for learning. Red George doesn’t use internet access however it is important for staff to be aware that children may bring their own devices with them that have internet access which should not be accessed while they are at Red George.
Although the internet is not used at Red George, it is important for staff to have knowledge about E safety so that they are able to recognise signs on online grooming and raise any concerns with the DSL if a child could be experiencing this outside of Red George sessions. Staff are also able to provide children with advice and guidance about keeping safe online. 
Related Policies: 
· This policy should be read in conjunction with the Mobile phone policy.
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